
Personal Files Policy

1
Introduction and Aim

1.1
This policy has been introduced to ensure that information held on employee’s 

personal files is both consistent and within legal requirements.

1.2
The aim is to give guidance to Managers and Service Cluster Personnel Teams to 

enable them to keep relevant, accurate and up-to-date records about employees for 

whom they are accountable.

2
Legal Requirements

2.1
With the exception of some specified sections, The Data Protection Act 1998 came 

into force on 1st March 2000 and repealed the 1984 Act.  The new Act requires data 

users (now ‘data controllers’) to register with the Information Commissioner 

(formally the Data Protection Commissioner) and make information available to 

“data subjects” on request. Initially the law only related to data held on computers, 

but after transitional periods, with effect from 24th October 2001 manual records are 

also included.
2.2
The Access to Medical Reports Act 1988 gives employees the right to see, veto or 


request corrections to any medical report relating to them before or after it is 


supplied to the employer. This extends to medical reports prepared by a Medical 


Officer on behalf of the employee.

3 
Order of Files

3.1
Records should be kept in chronological order, the most recent information held at 

the front of the file.

3.2
All files should have an employee record sheet at the front. Information is provided 

at a glance and shows the employee’s career history. It is important that this record 

sheet is kept up-to-date, as these details are referred to regularly. (Appendix A)

4
Information to be Held on Personal Files

4.1
Personal files should be maintained for each employee and contain sufficient 

information to provide an overview of the employee’s career history.

4.2
Managers and Personnel Teams should be mindful that employees are entitled to 

access their file. Correspondence between Managers and Personnel Teams 

regarding the employee should be professional and not contain comments that are, 

or are capable of being interpreted as, discriminatory or detrimental. 

4.3
Records will include the following, but please note that the list is not exhaustive and 

should be used only as a guide to the types of information which may be found in a 

personal file.
· Personal details (name, address, birth date, NI number, any known disability)

· Recruitment papers (application forms, job description, references, contract of 

      employment, induction papers)

· Academic and training records

· Salary details (payroll notifications, salary changes)

· Performance details (probation assessments and personal development &

      performance appraisals)

· Absence (records of attendance, self/medical certificates, occupational health 

      correspondence)

· Current Discipline & Grievance (official correspondence, copies of current warning 

       letters)*

· Career details (changes to grade, salary, hours, contract variations)

· General correspondence (any letters written by, or sent to employee)

· Other (reference/mortgage requests, change of name, address, dealings with 

           external agencies etc)

4.4

Under the Act the Council is required to allow employees access to references 



received about them from a third party, as long as the identity of the third party 

          (individual) is not revealed.

4.5

Confidential references given or to be given by an employer are exempt from 


      subject access rights. This means that employees do not legally have the right of 

           access to confidential personal references given, or to be given, by the Council.  

           As, however, the Information Commissioners Code of Practice recommends that 

           employers should allow employees access to references written about them, the 

           Council recommends that managers comply with good data protection practice 


           and be as open as possible with employees about information which relates to  

           them.

4.5.1
*Note: Employees may request that warning letters are removed from their file once 


the period of the warning has lapsed. The Disciplinary Procedure does require the 


removal, from a personal file, of spent warnings and sets out the relevant 


procedure to be followed. Please refer to the Disciplinary Procedure for more 


information.

5
Other Information

5.1
Although it is important that employees’ career histories are documented, there are 

records which should not be kept on personal files. This is because they could have 

a detrimental affect, and may affect peoples’ judgement of the employee 

concerned. 

5.2
All disciplinary investigation papers must be held securely on a separate file. In this 

way anyone who has access to the personal file will not be influenced by their 

content and ensure fair treatment of all. Discipline files may be held alongside the 

personal file, alternatively they may be kept in a separate place with other discipline 

files. Information kept on disciplinary files will only be released to line managers, 

with the agreement of the respective Cluster Personnel Team. This would be in 

exceptional circumstances and where there is a need for the information to be 

seen. As already stated any formal letters regarding discipline will be kept on the 

personal file until the period of warning has lapsed.

6
Access to Files / Information

6.1
Personnel Teams act as the keepers of employee information and have the 

responsibility to observe confidentiality at all times.

6.2
Employees have the right to see their personal files. Anyone wishing to access their 

personal file is required to give 24 hours written notice to their Personnel Team. 

6.3

The Act allows the Council to charge up to a maximum of, presently, £10 for 

supplying personal data, to the subject of the data, in response to a written request.  

For the majority of requests no charge will be made. However, a charge will be 

made where there have been excessive repeated requests for access from the 

same employee or where the employee wants a copy of their entire file as opposed 

to simply having access to their file. The Act requires a record to be kept by 

Personnel Teams of all requests for subject access.

6.4
Under the Data Protection Act 1998 employees are entitled to know of all 

computerised records held about them. Validations of information can be sent to 

employees by Information Technology Services. Anyone wishing further details 

should contact Information Technology Services with specific requests of what they 

require. Requests will normally be dealt with within a week of the request.

6.5

Requests are often received from external agencies for information about 

employees. The information requested should only be given with the employee’s 

written consent. Examples include mortgage references, job references and 

solicitor’s enquiries.

6.6

Some government agencies hold statutory powers which entitle them to gain details 

from employers. The most common are The Benefits Agency, Child Support 

Agency, Inland Revenue and the Police.

7
Leavers Files

7.1
The Limitation Act 1980, allows a period of six years for actions for breach of 

contract. It is therefore advisable and good practice to keep leavers files for six 

years from the date the person leaves. These files should be kept separately from 

“live” files in year order and destroyed confidentially after six years.

8
Monitoring

8.1
It is the responsibility of the Cluster Personnel Teams to monitor the information 

held on employee’s personnel files.

8.2
Periodic checks should be made to ensure that files are being maintained correctly 

and they should be “weeded” on a regular basis.
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